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1. Introduction

Consider a conventional (single-key) cryptosystem with enciphering function E and deciphering function D. Let S be a set of keys, where the key length is b bits. A master key for S is a key MK such that:

1. E(MK, P) = E(K, P) for any plaintext P and K in S;
2. D(MK, C) = D(K, C) for any ciphertext C and K in S;
3. |MK| << |S|b, where |MK| is the length of MK in bits, and |S| is the number of keys in S.

The first two requirements state that messages enciphered (deciphered) with any key in the set S must be decipherable (encipherable) with the master key MK. The third requirement states that the space requirements for MK must be substantially less than that of all keys in S; otherwise, MK could be implemented simply as a list of the keys in S. MK, therefore, provides a compact representation of S.

Consider a network of N users. A group G is any nonempty subset of the N users. Members of G share a secret group key KG, which allows them to broadcast and receive messages from other members of G, and to access and update files private to G. Users not in G are not allowed access to KG.
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There can be at most $2^N - 1$ nonempty groups in the system. We shall present two methods for deriving group keys and a master key MK for the entire set of $2^N - 1$ group keys such that the space requirements for MK are linear in N. The first method is based on Shamir's threshold scheme, the second on Diffie and Hellman's public-key distribution scheme. We shall also show how both methods can be used to provide master keys for sets of groups that are hierarchically structured.

We assume that each user A has a personal key $K_A$ registered with an Authentication Server (AS) [3]. The AS derives all group keys and transmits them to the users enciphered under their personal keys.

2. Polynomial derived group keys

In this scheme, we assume that for each user A, the AS stores A's personal key $K_A$ and two secret values, $X_A$ and $Y_A$. However, unlike the personal key, the secret values are known only to the AS and not to A (the reason for this will be explained later). We shall show how all group keys can be derived from the secret values X and Y of the users. Thus, the $2^N - 1$ group keys are generable from a table of only 2N elements. This table represents the master key.

The method is based on Shamir's threshold scheme for constructing a key from a set of components [4]. Let $(X_1, Y_1), ..., (X_n, Y_n)$ be the secret values for the
defining a group $G$ that includes only these component subsystems, and enciphering all communications and data files using the group key $K_G$. In systems of this type, it is often useful to designate some process $M_G$ as the manager of all communication among and within the components of $G$. Such a process can oversee resource utilization and monitor other aspects of system operation. We desire to permit $M_G$ access to all subgroup keys for subgroups formed from subsets of $G$, and no others.

Both methods of derived group keys provide attractive methods for providing group managers with master keys. With polynomial derived group keys, each manager $M_G$ for a group $G$ of size $n$ needs only store a list of the $n$ pairs $(X_i, Y_i)$ for each user $i$ in $G$. With exponentially derived group keys, each manager needs only store a list of $n$ personal keys. Either list represents a master key, from which any of the $2^n - 1$ subgroup keys for $G$ can be generated.
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1. Introduction

Two schemes for key distribution in a computer network are presented in [1]. Given a network of N users, these schemes allow the construction of group keys and master keys for each of the $2^N - N - 1$ subgroups of two or more users from only O(N) pieces of secret information. A group key allows the members of a group to communicate among themselves; a master key allows the holder to compute group keys for all subgroups of the group for which it is the master.

In this paper we show that the first of the two schemes presented in [1] can be compromised. We present a solution to this problem, and then show that our solution leads to a general strategy for constructing schemes that support group keys and master keys.

2. Polynomial derived group keys

2.1. The original scheme

Associated with each user $i$ is a pair of secret values $(x_i, y_i)$. These values are not known by the user, but are known to holders of master keys for groups of which $i$ is a member. Holders of master key are assumed to be trustworthy.

Given a group, $G = \{i_1, i_2, ..., i_m\}$, of $m$ users, let $f_G(x)$ be the unique $(m-1)$-st degree Lagrange interpolating polynomial through the points: $(x_{i_1}, y_{i_1}), ..., (x_{i_m}, y_{i_m})$.

$$f_G(x) = \sum_{h=1}^{m} \left[ \prod_{j=1, j \neq h}^{m} \frac{x - x_j}{x_{ih} - x_j} \right] y_{ih}.$$  

The group key for $G$, $k_G$, is given by:

$$k_G = f_G(0) = \sum_{h=1}^{m} \left[ \prod_{j=1, j \neq h}^{m} \frac{-x_j}{x_{ih} - x_j} \right] y_{ih}. \quad (1)$$

All arithmetic is done in the field $GF(p)$, where $p$ is a fixed prime number known to all users of the network. On request, the holder of a master key for $G$